**ОБҐРУНТУВАННЯ ТЕХНІЧНИХ ТА ЯКІСНИХ ХАРАКТЕРИСТИК ПРЕДМЕТА ЗАКУПІВЛІ, РОЗМІРУ БЮДЖЕТНОГО ПРИЗНАЧЕННЯ, ОЧІКУВАНОЇ ВАРТОСТІ ПРЕДМЕТА ЗАКУПІВЛІ**

(відповідно до пункту 41 постанови КМУ від 11.10.2016 № 710 «Про ефективне використання державних коштів» (зі змінами))

**1. Найменування, місцезнаходження та ідентифікаційний код замовника в Єдиному державному реєстрі юридичних осіб, фізичних осіб-підприємців та громадських формувань, його категорія:** ДЕРЖАВНА УСТАНОВА "ЦЕНТР ІНФРАСТРУКТУРИ ТА ТЕХНОЛОГІЙ МІНІСТЕРСТВА ВНУТРІШНІХ СПРАВ УКРАЇНИ"; 03151, Україна, м. Київ, вул. Володимира Сікевича, 28; категорія замовника – бюджетна неприбуткова установа.

## 2. Назва предмета закупівлі із зазначенням коду за Єдиним закупівельним словником (у разі поділу на лоти такі відомості повинні зазначатися стосовно кожного лота) та назви відповідних класифікаторів предмета закупівлі і частин предмета закупівлі (лотів) (за наявності): Послуги із проведення аудиту та створення комплексної системи захисту інформації інформаційно-комунікаційної системи екстреної допомоги населенню за єдиним телефонним номером 112 комунікаційного центру «Служба 112» у м. Одеса (передпроектний етап), за кодом CPV за ЄЗС ДК 021:2015 – 72240000-9 *«*Послуги з аналізу та програмування систем»

**3. Ідентифікатор закупівлі: —** UA-2024-11-21-015635-а

## 4. Обґрунтування технічних та якісних характеристик предмета закупівлі: Послуги із проведення аудиту та створення комплексної системи захисту інформації інформаційно-комунікаційної системи екстреної допомоги населенню за єдиним телефонним номером 112 комунікаційного центру «Служба 112» у м. Одеса (передпроектний етап), за кодом CPV за ЄЗС ДК 021:2015 – 72240000-9 *«*Послуги з аналізу та програмування систем»

**ТЕХНІЧНІ ВИМОГИ**

1. **Загальні вимоги**

Процес надання послуг із проведення аудиту та створення комплексної системи захисту інформації (далі - КСЗІ) інформаційно-комунікаційної системи екстреної допомоги населенню за єдиним телефонним номером 112 комунікаційного центру «Служба 112» у м. Одесі (передпроектний етап) повинен проходити відповідно до вимог нормативних та нормативно-правових документів у сфері технічного захисту інформації.

1. **Вимоги до складу заходів**

*Процес надання послуг має передбачати наступні етапи:*

1. Ознайомлення з інформаційно-комунікаційною системою екстреної допомоги населенню за єдиним телефонним номером 112 комунікаційного центру «Служба 112» у м. Одесі (далі – ІКС 112 м. Одеса);
2. Розробка проекту наказу на впровадження комплексної системи захисту інформації інформаційно-комунікаційної системи екстреної допомоги населенню за єдиним телефонним номером 112 комунікаційного центру «Служба 112» у м. Одесі:
   1. Визначення відповідальних осіб;
   2. Визначення об’єкта інформаційної діяльності;
   3. Визначення контрольованої зони;
   4. Визначення основного переліку робіт та документів, які мають бути виконані в процесі створення КСЗІ;
3. Створення служби захисту інформації ІКС 112 м. Одеса;
4. Створення комісії з категоріювання ІКС 112 м. Одеса;
5. Визначення інформації, яка підлягає захисту IKC 112 м. Одеса;
6. Розробка Моделі загроз інформації та моделі порушника безпеки інформації ІКС 112 м. Одеса);
7. Розробка Плану захисту інформації, який включає політику безпеки інформації IKC 112 м. Одеса;
8. Розробка Технічного завдання на створення КСЗІ IKC 112 м. Одеса;
9. Передача Технічного завдання на погодження до Держспецзв’язку.

*Етап Розробка проекту наказу на впровадження комплексної системи захисту інформації інформаційно-комунікаційної системи екстреної допомоги населенню за єдиним телефонним номером 112 комунікаційного центру «Служба 112» у м.* Одесі*, має включати розробку таких документів:*

1.Проект наказу на впровадження КСЗІ IKC 112 м. Одеса;

*Етап Створення служби захисту інформації IKC 112 м. Одеса, має включати розробку таких документів:*

1. Проект наказу про створення служби захисту інформації IKC 112 м. Одеса;

*Етап Створення комісії з категоріювання ІКС 112 м. Одеса, має включати розробку таких документів:*

1.Проект наказу про створення комісії з категоріювання IKC 112 м. Одеса;

*Етап Визначення інформації, яка підлягає захисту ІКС 112 м. Одеса, має включати розробку таких документів:*

1. Проект Наказу про визначення інформації, яка підлягає захисту ІКС 112 м. Одеса;

*Етап розробки Moдeлi загроз для інформації та моделі nopyшника безпеки інформації IKC 112 м. Одеса, має включати розробку таких документів:*

1. Перелік об’єктів захисту IKC 112 м. Одеса;

2. Модель загроз для інформації та модель порушника безпеки інформації IKC 112 м. Одеса.

*Етап розробки Плану захисту інформації, який містить політику безпеки інформації КСЗІ IKC 112 м. Одеса, має включати:*

1. Розробку Плану захисту інформації, який містить політику безпеки інформації КСЗІ IKC 112 м. Одеса.

*Етап розробки Технічного завдання КСЗІ IKC 112 м. Одеса має включати:*

Розробку Технічного завдання на створення КСЗІ IKC 112 м. Одеса.

Розроблене Технічне завдання на створення КСЗІ IKC 112 м. Одеса надсилається Замовнику на затвердження та до Адміністрації Держспецзв’язку на погодження; розгляд Технічного завдання Адміністрацією Держспецзв’язку має супроводжуватися Виконавцем на безоплатній основі до моменту погодження.

**6. Очікувана вартість предмета закупівлі:** 366 666,67 грн. (триста шістдесят шість тисяч шістсот шістдесят шість гривень 67 коп.) з ПДВ.

**7. Обґрунтування очікуваної вартості предмета закупівлі:** Очікувана вартість визначена відповідно до частини 1 та 2 пункту 1 Розділу ІІІ «Методи визначення очікуваної вартості» Примірної методики визначення очікуваної вартості предмета закупівлі затвердженої Наказом Міністерства розвитку економіки, торгівлі та сільського господарства України 18.02.2020 № 275 та розрахована, як середньоарифметичне значення масиву отриманих даних, що розраховується за такою формулою: Цод = (Ц1 +… + Цк) / К.

**8. Процедура закупівлі:** Застосовується процедура відкритих торгів з особливостями.